**Sectoral Situational Report**

**Sector Lead/Sector : \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_/\_\_\_\_\_\_\_\_\_\_\_\_**

**Date/Time: \_\_\_\_\_\_\_\_/\_\_\_\_\_\_\_\_\_\_**

|  |  |  |  |
| --- | --- | --- | --- |
| **Agency** | **Reported****/Detected** | **Type of incident****Please tick “√“ accordingly** | **ORGANIZATIONAL IMPACT** **(IN=Insignificant, MN=Minor, MD=Medium, MJ=Major, CT=Catastrophic)** |
| **Self-reported incident** | **Incident detected through occurrence questionnaire** | **Denial of Service /Distributed Denial of Service** | **Intrusion** | **Malicious Code - Malware** | **Malicious Code – Malware Hosting** | **Intrusion Attempt** |
| **System downtime & business Operation** | **Impact on Finance** | **Corporate Image/ Reputation** | **Health & Safety** | **Overall Impact** |
|  |  |  |  |  |  |  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |  |  |  |  |  |  |
| **Total** |  |  |  |  |  |  |  |  |